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o] &l g HZF *P"LZH ATE EFeHo]d HeE A ) B AT H/EE (e )w‘%}gl A1
AH o] g iz o] Bek BE A A5k Appled] AFd AW 5207t gl A - o gk 9o =
Apple®] A gjell FaS m XAt} Apple B=+= Apple ¥ W 3 GALALE 481 AI3AF 2] §o] Aok
= o9 fALS AlkS A AT F flsyTh
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A
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2 AIS] 7|7 AT B Au] 2ol A B ASKS AxE e gl A4, Applee] 73]
Al A e A2 FYSG IR H2 19 5 AP 1ol Fol =, A ek 2 A ope)
W8S Foks A 2A0w, B Aokl vt 2] A8 g @ B Aloke] 10e et
11 50k A5 AU 737k 718 71l @ Al 52 5 B $RaA e 4,
Apple ¥ A|oF B/ A5ke] ARS A4 T 5 Ak A A 814 Aok Al
el A 309 Aol s4] SIALE WO R BAFORA B AL Ao 4% F Azt
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HAst7b 2 Aleke] x3S fuketAY YWtdintar oJAlE = S, Apple e AlEFo] et
Azt Al BR8] &3 (a) 2 AleF L/EE At AFS AASFAY (b) 2 AMuj~(FEE L
Aol ti gt A ts A TA B wi Al T = A5 YT Apple 7Skl Al & 8FA] a1 A A =]
A A (EE I EFY FH2)E FA, G A Be EE dg vt 9l Ottl oy st A&
YALsE= A9 AsE = ow gk A3} A = S A A FFUTE S AppleS T
22 g A S A AL Ak An 2~ o] 8 dEE AT 5 A5 YT (a) ASHF A4z
A 22 Ak 2ol Fo8kA] & 49 e (b) As £E AsSHE AP A o2 FASHAY
Astel 52 A sl J= BE Wl e (A 7]A 'Exﬂ A10.8%0] AH on=
7)ol MBl =g o] &8 ¢ U= w7t e A A AA E% 71E‘r A gk ALake] o) /dol At
o] ¥ A5 FAskeE i Aloko] iR EAY A H = A9 2 A e AH2E 4 oglon,
Ask, A 718 AL, SAE AR}, § 7R GARAF B E 7}%8 A}%x}ﬂ 2 *1 H| 2 o] &
Ao A A3 ) 1E1Ur A tigh A WS Al FAeHAY o] & 2HAIT W] o] Applell
NS AdAsEL o]d] oYL FAste & A B AE o] &35t7] Aol o] wAE HES|oF 34,
73te] dlolE H Agrof sl Adgt M-S Fefs)oF ). Apple ol gk A o] PAF =
olgl gt AU AAl FAZ Q& LAsHE oW Eadd AR st e A3} s
A AR A eFEH T} E}ﬁiﬁc}%%ﬁl"#fﬂ S A] Fol| = &I Th A1 ZE, Al2.9%2] T HA T4,
A2.10%, M2.11%9] F WA &4, A3F, A5F, A6z F WA e, A|7%, A8x, Aox %
A10%.

7. BFYRJ

Aot Ao wet 585 WY WA 75k 2 AH| A o] & e o] & B, E AN AE
3l Hdehe Be =Y 54, 71l sl Ak dA o m S Feet, v w4,
A, Ao, =g ek BE 98-S A gt AP S gAHom Q1A kAL o]
gt

ol meh 5] g5t Aol We) UM, B A AE ol e FRe] BEE glo] WE A%
1= |2 )1 A Fhs @ A e R A3 Y o 4t Apple, 1 )4}, 2191, 419, A1 A,
< el o, Y2, Aok, 2l del i ALg S ATE 2 A8ES] 4 8ol 2lof 4
sfol ‘Apple'e] el S A, T4 e WU, 54 B0 e A, A, B4 9l
Aejol v @ v Qe Fol U@ A4 B E 24 e Lakstol(o]o] 3 5hE]

C e B Aquss BEd BE nzoy e ta 1908

Apple> Fl&F2] 2 M B 20 AR = ol theh Well, 29 7e E= o] FEH AW AlE 5=
Muj el AEste] MU A7) Flske] 8t AFRS SSkal, bk, Flske] M| o] 8 s
Mu| & zZhgo] Welitx] ehom @77t flvks AMY, shAF s @ {TF A ?ﬁ% A OlE}L A,
MR 2=7F AlS Algd Aolehs AR, - An]27b 1113X} SIEZES], &

Z|3AF MHl 2, 7]El Apple AlEoluk MB|2of 29t = @ 2 3_1 Wr% /\V‘, l‘ﬁr *1H1ie
ol AEHAY AEE = dolHu R &4 203 &4, &4, 74, ez A A 7TE
Bt a7 HAskA] g Aol AHdE 6}7%/} 21€°Vl °L’“‘/1E‘r 713= Apple©]
2= At Al EA8kA] AL AU AE T 7] g A A A QA=A A 2E 4, dA A,
THEE FHLT T At A E«H’}Hﬂr.

Irr|

g AskE B A2} 8 A1, 37 el Aol d, BA A28, BT w0 A, Y fA EE
77 Azle] 45S E3sE olo] HRHA iz, B AHlzo] ofa) Ei B AN 2E B
A U HOJE B 0ol Yol i A7 A, 05 Hi A2y 02 A3 A,
i A2t Bl S A S A sl el 8400 el Agad

A EES o mH A
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Apple T+ Apple2] A3 =
WA A 2 AFH A & HeS A &5
A2, o] e A 283 BE HES Akt sy

8. AU AT

el whet A = A = 9] Ulel M Apple #1384 THe g S S A kA ol
AL AU Aol e, A} ol Z(AloF A<, = H A A1), 71E A }))2p Feglo], 2 Al BU/E
Fl8ke] i Aul s o] gojit o] 8 Be o & Q1) WSk A o]9), HloJH Him Jue] 290l
A, dloly T Auel dFolu 4l =, 999 T B Ul YA Sy E4S
Zgato] (ol A ebg) QA Al B RE $RA E8, 59 &, (A 8, A9
Eellell el AYAA FsUrh. At B ES(UA Aok dd A weyel uet
S 5= B9-5 ALfstanel wigh Appleo] Al Q) fwelE ojw g Gyl mE o4
©2($50.00)5 =734 BEUTh 7] A 7] FA Feo] T Al 24 G
%ok Aol = A8d YT

dolg MAFR HS F Bl

1 A FHE o] & H FA

A5 thalste] vlole] Helat 922 s Apple & ¥ 7okl uhet 718} i )5S halshe
Abgho] Algdts A% 1S ARE Al AY oo A2 = 55U 2 AS

71eh= Apple ol B, & Au 2 o] &5 F3 Algy= Flste] A3 (o Aul=E F8f Aled
A%y 2 Atk AFstar Apple o] Aoz feteta st e BE AW A3 uhe) 2
Ml ARE A2 B o] &eto] MH| 2 Alg B {48t =5 A A]8HH, Apple 2 HEolA 137
s Q7w A e 3 EAStE S AR el webARt ARl ARE A gyt ol A5
Apple & & WEAA Fo1& T 2R o} dY AR FAA o= 3 I 4ns
A 2lstr] ol el ME 87 A Akl Al & H YT Apple 2 & AH] 29} ¥k 51of Apple ]
M| 2~5 AlFskE 3k A& Al A9 FRE AT = Azt A= Apple ©] 'Apple'?]
gelol AT 2E Apple 7S ak9) Al AR ALt RE e a9 Al A ARg S
Sk &, slF Hel Aabs B Aleke] tojE uE o ole] BE $E S WTHE
dolel  ®E  oRe] Aok FEHEUth  d9 Aedx m=e
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf o] A
e 4= AFYTE 39 A A7t dlolE B o -5 o] &tA] Kah= 4 -F-, Apple & ol
et @ 7= w9l ol A ake) el Ake] o) ol Yt wredekel Tkl ha) AL ok,

© ©

9.2 dlo| g Atz

NQ1 AR IE & A H| 2o gk e A&l T4, 2hA| B S AT A S Apple©]
A =™ (elst HolE ARALY), A | = A5 AA gle] 713l FA kL,
& FHaslstal HolHE ®Reshr] ¢sl] A g #HT yUtl. Appleo] dlo]g
AFILE SABEAL ool t-gdte -5, o]+ Appleo] HlolH Atare} sy ste] ofw gk Flo|r}
Ol -5 ATt A2 A A 5 ar HE& F=stal vlol |l AkaLet
HHE BE A3} FE o]t A 8 Aol A 8=+
AHEE A7) e 71 AE 2%

j&
st
POy
hins

7 =
15U Appled 543 7

93 B¢ Az, A EF

ok el A A RS e st] 98
Al B £AE ol sfoF Furh. ole g A9 Ao m, Apple> A T % AEF T2 A<
ARE d3ststal, & Aulao A&HQ] HA, A4, 7HA 2 BUAS BAsk, EA7)
AT A A Aol A AR TS HekaL, ald 220 frad e AV A SR HAE, A
2 Grkety] el ddHes @l =8-S 719yt Apple L A<, AlokAL B &k
A A7F Bet daks st s 443 245 S o, Apple sl 7Hl AR A 2] 7ol

Apple Business Manager 7 2 o] 9



]_

H

I
U]

o

E= Apgto] & Mu st kel AfQl Hue) YEA B Heka e WES £
floF ek gaste 79l deolel= Appled] AeA Aol wel AgE 5 9l

olf A2l @& shi= 9] Woll A, Apple- s dsti= A At} e
T YEE A 93T} (a) GDPRE 4283 = W Eo] wel 219 88k 7)E o (P e
ARE A58, ZFALE 3 &-kal olo 7|98, Apple?] 1ISO 27001 2 1SO 27018 ¢15-0] 3l
LG 7PAF A o] FRstthal s E 49, Appled 713kl A3 o] GDPR & 71 frd s
e FHAT S doly B3 23S Jelldrial s = B Sl wek SA] 78l A
A, (b) GDPRE] #1823 Bz W&ol uhe} 710l 3-8k 718 o F(: A19.3% 0] Al Het
2t o] 3 5180 27001 2 I1SO 27018 915 F#] 3£8), (c) GDPR2] A|33% B 4|34 Hi= |50
wtet 2o Agshs 7IE o (s B e AR FACA wlelE Afale] tig A5 FAE
Algste] 713k5 1 ), (d) GDPRe] A|35% 5L #1363 Hi= 7] ¥ko] A 2] Aol wlojE B J&
H7he FA Y A5 I FoletESs aqshs WEd wet ol Agshs 71E o (e)
HR1 Aol w3k H ol B Al Z]delut FAFR Fare] A (f) 7He d d A AR Ve A 3
=2 22 o3 Ao 4AE qeiste] GDPRel whet dlole] F=Ao] A7 PA 2l
o Halof sk Fske] o = ol uhel 1ol g3 71 EF 9] 5. Apple- CCPA(Z #] 1o}
U AR BER) = 7]E B dolH BE H el mhE o FE Y ol 5T 5
fArha A 45 A skl Al o] & Ll oF Futh

ro ey El;
)
oft r(i ok

>
©
°
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9.4  THolE A= H AF, A, AHAZA Y 71

HEC e} 875+ 49, Apple 2 Al HolH AFo] A B &S Bt A,
GDPR Al46%= 3! A|475(¢l: = HiolE Ko 230 B3 A3 5 oA &

Tk AlE P71, GDPR #4929 F-i4 /| #H 7} 484 = w7tk o] F-o
]2 B srrhelli= Appleo] Aot EE Aok 23 = 718ke] A&
Apple®] https://www.apple.com/legal/enterprise/datatransfer/ oA A& sl= Az} o] 3}
Adst712 s  7]g}F dHelg HEF Aol x3E  F UdFYHh o

701 "ol Ao s APEC CBPR(Cross-Border Privacy) A]2~El(http://cbprs.org/) 2
PRP(Privacy Recognition for Processors) A] =&l (http://cbprs.org/)= =53 . Apple2] APEC
CBPR = PRP Q150 et A& = s 25 A &2 52 AFRe] 3= 45 A3z 24 )42
A& Al (https://ffeedback-form.truste.com/watchdog/request)oll #2]& 4= 25Utk Appled
5t7t Apple®] A28l &) o] At ALY dFete dlolgHol s HAAA FFUTh ojw
AT RS 2 AlCko] siAE -5, Apple> &2l A1 717 Wloll #3te] - Au] 4 o] &3} e stod
Appleo] A7t 7HQl ARE <kt w7 gunt. o, A7 E W Alsk7] 918 B9 HEe wet
G 895w A Addyh 7)ol SRS AR HolH AEAEA E Aloks
A At He ol A, 7] 8- 2 Al ol A T Al gt Al gkl H ] ol A el 7] ko] AFAl B & 7Rk
AT GARE tialste] & AlokS Adstl s e H BESPEYT 713 T 7o)
S 7P B GARAL R R 2 A oF Al A st s FARALE Al sto] st 2] 2] A=A Applet
Holslr] flal Hd solE Ao, ofe} Hste] FHIPEL s FARRFe] BE ATt tis)
Applel Q)& X t}ar X<ty t). Apple 711 B o Bl o] 'sdhufj! H= gl B sl WA o=
AR dolElE F /el A= o U Th(3E 8-0= CCPA 1= 7] B} dlo] ] Ro o] fAFgt 7l d el
g o ¥ o] A 5). =3k Apple = Al okt #hedsto] ZhQ] Hlol B o vl B = grtell sl ¢ qle=
oy gk A 7] &F = oA FFHh

9.5  EPAHAIE R AH| 20 @ 2

= A2t @A Ag s AN 2 M e] A7) obid BRAL AlEolu Au| 2ol Tk 1, AR
teRs, A B 2435 A9 45 2 Mulas g Aol Mu|ar) of2fdk =71
AMul el Abgell Fa gk Al dolEel AZetes 5183 4= syt Flate] Fold A

A ID FHAE Sl A2l 2aclstes F87F 388k B g-oF o] ol A3A A%
e A2 F dRE Applecll S AR dig A AT £ AdFUTh 2 Aujz=e
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sl eI 7 AE S A8 WA g aok e AL ol FAekel Bl
190 ek o1 A T Aol AL B2 A S L 1219 Appl 1D
AF£:817] 9190 ERAL A F 0l op Al 20l 1A ol 2l @ A E b A Y2 o] &, e, 45
s GASE) dol, EAL AE W AN ofm, A8 Y wAS Arsh] oleld A 2
Hul 27k 5] S8 AHEAZRE £ B F D volEl, UolE1F o &, T, AFsHE B4,
)3 A A 2@ Bao] Ash ol we At A sH=A waslol gy

96 7Ig

Apple<> Apple®] ©] & oFah-5 o] 5t 7 v Apple®] I & L= AHSAME 3}71 9l gHe] Al
T e/N7F B astrar A= A Flstkel tigk sil A Ig 4 syt =3 =
274, 3 = vzt Aol Apple FAs7E AlEe ZE N JRE B AR A o] T 4
gtk B 2 ojua FRl=(A37 9 349 vlolE] 3] Aol 285 owqq_
AH] 29 O‘HEH 222 LAY G2y Ao slY Zal=o] ofdk AW 2 HAAE
AEs|oF ). Appleo] 7Bl ARl ik A3zt @7 (e]st 'xﬂsx} A NE FAlsks 4
Applee ol wet 585 = M el A Akl Al A3 8] FAe TAsL &

223 A3A 24 S o}oﬂ A Bjgta SAFYLh HE B A8 8.4 wE g 875 =
355 AleletaL, Fsk= 2ol S Ado] syt

10. Wbl WA =%
10.1  A3x &A

Apple EEg o] Ei B AUl AR A4 ATES O] B ALH AR FEHAL
EHY £ A5, A% Aol AT AR A 4872 % AD FA2 @ 2
A A A TS o) TFEo] Yo Ast olel B AR E ALGEHE 4% 2 7ke] 2Pl
A g= T},

10.2 71E} tolg 3 & o] &
Apple ! AGAE thel]lo] B Aot I E AH 2 Al S %013}71] st7] #13l, ZAL, ol
A, Apple®] 717], Au] 2= 9l a3t o] AL TS /A 8] 918 A5t 5o - 8= = Apple®]
7171 B MM =E Ay, HHAE B JRAAE] 98, el 2 AR e BAow AxE
iEE?ﬂ‘ﬂ AdulolE, 717] A F 2 Aujx E= dld AZEo|e A Ve AHAE
kol Al &oletA Al st H?‘SH(%E 85, 2ela B Ak 23 F4E Eler] 98
F7IA o ® FR Y= e A 2E B sh=go] Al F7] e IP T4, Flst B
FAE ARgAE] 2 AHj 4 o]g, Fske] MDM A H, 717] 55 A4, AFH, 7171, Al
LRI A ES o] gl V| AL E o] =1 7] 1»&6& 7@32 JﬁPoM(Ol off =35 #] &5
A AR, 7= AR, A AR D Al AHE 75, 74, Ag R o] &2 + dFHh 2 23
e FHE dHolH=  Appled]  JHIAE Aol we AgHw, o] W
http://www.apple.com/legal/privacy 3| o] Aol 4| &1& 4= Q) HF Ut

103 4=
7l 35k+= Apple®] T8 A

104 HEZ AR 9 7|el TH, GAR #A

T8k Applee] HWAI A Q1 AR AT <1 glo] & Ak, 3l oFt, GARR} AFo] o] #Alof #al BE
A5 5 wEstAY s/ A o2 ASE 4 glsu T Apple—— ol gt FAS Al whef A
9l§14\ﬂr. B A kL 75k} Apple 72 Al F #HAl, SFEUA, &2F T2, A9 o] 5 = 7] EF FEH| 9]
HA AR S BAske o= S EA] Fom Flote A A, FAIA = ol & Fdsks WA
ol #AIgle] W v = AR & e = U T 2 Aok A3 98k Al¢Fo] obd Ut
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105 BA
A BEE S How sfoF gyt 417k %%}7} 71} A ol A Al gk 78k ol w Y
FArEE %‘J‘j TR US4 -7, Applec] Flstoll Al T A g A o= Ik g ). & Ak B E
Apple°ﬂ EH?S RE TAE (a) M= dd=d o, (b) AW wid S719k o7 B okt
TEAAE S TET A AFD VFOE3Y T (o) Suol AEH ANE 0 B 5] A0S
&3l o Apple FAR LS A T 7|F o2 5Y Foll ded Ao = k55t Apple Inc.,
Apple Developer Legal (Apple Business Manager) One Apple Park, 37-2ISM, Cupertlno California
95014 U.S.A. #8te= BAE o|Hd = Al dl F2slH, Applec] Astll Al Ax4 ko=
HUEs EX= HA E/\] Q& =E5= AHolgkes Hof| Togunl. ZF A RlE=E Yo A stk
el meh d o) A BAE Fo =R e o)WY Fa ¢ FaE WA S ey,

10.6 £ F&

B 0] QA9 AL Sle] jore] A £ A solekn ek A3, g 2o

F FAAe] o) 28 A@sN] A9l 516 5T Aol WA A g, L A oke] YA 2o
M F AHS FATU e Bayel Akt B oke) Hul s 2 A v we)
ok AR 29 AU FAL 0w B AS WAL AV A BE 2
23 F ANE oA R B A%, B ALE SA AATH AE B A2 0] 82

=) Feralof G,

Jl

10.7 @A %7 2 34

Appleo] 2 Al¢ke] 54 &S JPshA] ZF=vhar slA sld 28 E= 7E 28] e A S
yolekE Ao® FEHA EFyUth AlYA BFE AR A Bkl dlAEer shrha
TS HEOIY A2 o] Al HEH A FHUth 239 A= HE Hd Ao &
Aleke] dlj Aol aeskA] grolok g},

} ,45, XHTz}, T, v, ol ﬁ%ﬂﬁ} =5 B A2 Apple 222 E 9]0 =t}
&2 =7t e FEAAY AeEd - %*%HEP (a) vI=re] B =A = 7F B (b) = A9
S8 A =7F H54e] AAlely vl A9 V] QlE HE s 7]y whAl 5539 7i])
E AL AshrE 2 AH 2 1= Apple ﬁ:iE Aol & ARE8l= A E]le] e gk S 7tel U]
oy g S5l LA BdeS Ae R Boehe A4y %%}% 3 S-7], mAbe,
& Ae 7] 5ol A, A, Alx 5 AN e Z st (o]l =3 A o) Ul%‘ﬂ%ﬂ =44

5]
ol Ao g B A H] A = Apple AT E ¢ o] S AL&31A] &S A

Fet= ket Aleks A A o2 SASHAY Fstet TE2 TA st e
Hlo] thgell aEetA Eae HEstal RSP UT (a) AHIEE o]
A e BE AA F=5l A+, (b) Ul%«l &7 JXI =7} = A ol A HlZHé
C.F.R. §744°ﬂ S R b e ! & 23S AR A10.8%0 A A
Wl = THlo] oA A o] A off thgk %3, Al E=x= 7] B A =
89 A WS A A o] F AEES A A 02 B frshe Ae o v
109 AR JF A

- AH| 2, Apple A2 ESJO] 9 A FA = YR FFH *JE"M' 2 FHE HHFH
AZES O] MR A S FHE FEOI, FYE S5 olg = &= 48 C.F.R. §2.1019
Aolx o] QlFUth o] g3t g0 = sl - 48 C.F.R. §12.212 H=3= 48 C.F.R. §227.720201 A
A& Ut} 48 C.F.R.12.212 T== 48 C.F.R. 227.7202-15-E] 227.7202-47} %] 2] 3-# &) u}z},
AR AFE AT EY o] A A AFE AZE S A= (a) }\Lcﬁﬁ E & o7 Auh :lﬂ.l_’_(b)
ookl wh} g E BE HF AREA A FojH = dejet wdd A EAAT v R HF

¥
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AgA A B2k RelEE AAUT. FAEA @e AR wF ALAW wel
FEUh

10.10 &4 34, &AY

A 7143} Apple Atololl Al 2 Alek Apple AZE o] = 7] 7]} Applee] A 9 #Elo]
DA e BB Aoy 7IEF 249 sl AL A XY olg 5 X HdA] o]FoixH, 7 7]}
Apple2 3lld Aol &4 Ay #Adste] s A o] F Y 2 AW HAe] 1A #E g
A At Foldynh. FgAAME T FEE AP xyols | 74]7412 Xﬂﬂﬁ}i,% Aok 2 1

4ol = )5 B} AelELjolF W o] AR ohel Ul Byt
(@) 7 7130 715 <A o] Sl g 71k, A9 29, A ool = Aol 48w w, 3
A WFol gl Fols Aol Wil AHUh EF ¥ Aoke] WE ke

Y& ETsta(Asx=(AA)E L3 01 of =etE]A] &), B AT, 87, ol A7,
Aol = Al <k A H (Contract Dlsputes Act)(41 U.S.C. §§601-613), E] A " (Tucker Act)(28 U.S.C.
§ 1346(a) 2 § 1491) == AW = 33%"‘*?“(Federal Tort Claims Act)(28 U.S.C. §§ 1346(b),
2401-2402, 2671-2672, 2674-2680) == 7] e} & F=9] 7t o] 242} A& Yt). o2 o A7}

AEE 517] 918l 7 71ge] w=te) A AR F AR T A ARe] 7], msg 71 %, BxQl
g, e us FY oF wsr|Eel Ag, A 713 Eupeial oF= dd mE(oq}
2 212 ¥ (Anti-Deficiency Act))S 1¥het=] &= W9 WA, 28a 7] 7] HAow
L5 A e A Rl e 1Y HellA A48des S 983 g

(b) 7 7] Zo] mlare] B 912 WS 7] Fol Ar}, u) =k )] 3 AR} 2k Ao 2A 2l AL (i)

_E_ﬁ]okm ZBH/HOﬂ ;q 71 #o] AA = S Fo] HE S AL 5ty TAAH S A 2351%] O"_Q‘U:]’
(i) ¥ Aok, Apple AZEgo], 7 7144 Appled] A9} FAsI TASE= 7 71383 Apple

Afole] Wi o]} 7] e 6H A Lol H4 A o] Ak WA M dgatar, 7
7] 3} Apple&- ?% 7)ol A8 4 HEol BAA e r gA 5= 45 AlQlskaL ad A<
o] A #ek g M et E«WHD}

() 7 71401 7l 71 AR 3F A = A ool whet ] o] wEko]l WAlE = =Al 24,

4%k 2291 29, 1 Aokolt 1 9Jv WIS} Betete] WASHE BE ol B o
Tl wet e 3 o] TAlo]l T AY FA FET A de 3o A = (ICC
FAYel wEl s, wAl EAle] 24 ZAb] #Be AWM EALES|(IBA) FH o] uhel

3 Fare g ddoz syt A A= o] 2 2133t} Apple©] 8.3 3=
A, Aok AP 50 0 ANS FHops A 0 2A02A 9] Aol B FAT ABHE

(d) 71 719¥0] 215 F71} ofo] ek 2 ste] RAjehs A9, £
2 haby 912 Apple'®] 4 ofol WA E ule} o], Sl al 44, AH| 2 A F 5 Apple B <o)
AAE =7kl WE 2 W] By

A e A &3 wjuf Al eFol] ¥3F oA <48 3 2F(United Nations Convention on Contracts for
the International Sale of Goods, CISG)¢] #]-82 W] ¢rom =1 28L& A& o7 wjAg Y}

1011 AE &9, FA 9
AR 2 Aol A E Mul el el F FARAE 2ke] AW helE sk, s Akgtel
el Abdol o] Folxl E= e et elE AU o] AAE floh7] A8, & Aok
o] g ]-&- %= Apple 22 Efolo] #3 EULAS thAlaHA] F5Uth. & Aok, (a) & GAMAL
A FA ] MWk B9 Ei= (b) 2 Aol whet WAIA o= 585 = el i(ell: Apple©]
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PLEASE READ THE FOLLOWING APPLE BUSINESS MANAGER TERMS AND CONDITIONS
CAREFULLY BEFORE USING THE SERVICE. THESE TERMS AND CONDITIONS
CONSTITUTE A LEGAL AGREEMENT BETWEEN INSTITUTION AND APPLE. BY CLICKING
ON THE “AGREE” BUTTON, INSTITUTION, THROUGH ITS AUTHORIZED
REPRESENTATIVE, IS AGREEING TO BE BOUND BY AND IS BECOMING A PARTY TO THIS
AGREEMENT. IF INSTITUTION DOES NOT OR CANNOT AGREE TO THIS AGREEMENT,
THEN CLICK THE “CANCEL” BUTTON. IF INSTITUTION DOES NOT AGREE TO THIS
AGREEMENT, THEN INSTITUTION IS NOT PERMITTED TO PARTICIPATE.

Apple Business Manager Agreement

Purpose

This Agreement permits You to participate in Apple Business Manager, which allows You to
automate enroliment of Apple-branded devices for Mobile Device Management (MDM) within Your
Institution, to purchase and manage content for such devices, to create Managed Apple IDs for
Your users, and to access facilitation tools for related services.

Note: You will need to have an MDM solution (e.g., from a third-party developer) enabled within
Your Institution so that you can utilize the features of this Service. An MDM solution enables You
to configure, deploy, and manage Apple-branded devices. For more information, see
https://www.apple.com/business/resources/.

1. Definitions
Whenever capitalized in this Agreement:

“Administrators” means employees or Contract Employees (or Service Providers) of Institution
who have been added to the Service for purposes of account management, e.g., administering
servers, uploading MDM provisioning settings, adding devices to Your account, purchasing
content, and performing other related services.

“Agreement” means this Apple Business Manager Agreement.

“Apple” means the following, unless otherwise specified herein: (a) Apple Inc., located at One
Apple Park Way, Cupertino, California 95014, U.S.A., for Institutions in North, Central, and South
America (excluding Canada), as well as United States territories and possessions; and French and
British possessions in North America, South America, and the Caribbean; (b) Apple Canada Inc.,
located at 120 Bremner Blvd., Suite 1600, Toronto ON M5J 0A8, Canada, for Institutions in Canada
or its territories and possessions; (c) iTunes K.K., located at Roppongi Hills, 6-10-1 Roppongi,
Minato-ku, Tokyo 106-6140, Japan, for Institutions in Japan; (d) Apple Pty Limited, located at 20
Martin Place, Sydney NSW 2000, Australia, for Institutions in Australia and New Zealand, including
island possessions, territories, and affiliated jurisdictions; and (e) Apple Distribution International
Ltd., located at Hollyhill Industrial Estate, Hollyhill, Cork, Republic of Ireland, for Institutions in all
other countries or territories not specified above in which the Service is offered.

“Apple Services” means the App Store, Apple Books, Apple Online Store, AppleCare, iCloud, and
other Apple services as available to Your Authorized Users under this Agreement.

“Apple Software” means the iOS, iPadOS, macOS, tvOS, and watchOS operating system
software, or any successor versions thereof.

“Authorized Devices” means Apple-branded devices that are owned or controlled by You, have
been designated for use by Authorized Users or Permitted Users only, and that are eligible for use
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in the Service. For the avoidance of doubt, devices that are personally-owned by an individual
(e.g., “BYOD” devices) are not permitted to be enrolled in supervised device management (e.g.,
configured with Device Enrollment Settings) as part of the Service, unless otherwise agreed by
Apple in writing, and not all devices are eligible to be added to the Service.

“Authorized Users” means employees and Contract Employees (or Service Providers) of Your
Institution, and if You are a hospital, the term “Authorized Users” also includes credentialed
physicians, referring physicians and clinicians). For clarity, You may request, and Apple may
approve, in its sole discretion, other similar users to be included as “Authorized Users”; however,
no other parties shall be included in this definition without Apple’s prior written consent.

“Content” means any material or information that may be licensed or acquired as part of the
Service pursuant to Apple’s Volume Content Terms (e.g., Apps from the App Store).

“Contract Employees” means individuals who perform work or provide services on behalf of an
entity on a non-piece-rate basis and who have internal use access to the entity’s private information
technology systems (e.g., VPN) and/or secured physical premises (e.g., badge access to corporate
facilities).

“Device Enroliment Settings” means settings for an Apple-branded device that can be configured
and managed as part of the Service, including but not limited to the initial enrollment flow for a
device, and settings to supervise a device, make configuration mandatory, or lock an MDM profile.

“Documentation” means the technical or other specifications or documentation that Apple may
provide to You for use in connection with the Service.

“End User License Agreement” or “EULA” means the software license agreement terms and
conditions for the Apple Software.

“Managed Apple ID(s)” means a user account (including but not limited to storage, calendar,
notes, and contacts) that You create and deploy through the use of the Service.

“MDM Server(s)” means computers owned or controlled by You (or a Service Provider acting on
Your behalf) that have been designated to communicate with the Service.

“Permitted Entity(ies)’ means: (a) if You are a vehicle manufacturer, Your authorized vehicle
dealerships and certified service partners; (b) if You are a hotel holding company, hotel properties
operating under Your name, trademark or brand (or a name, trademark or brand it owns or
controls); or (c) if You deploy an app on Authorized Devices in Restricted App Mode (e.g., a point-
of-sale provider who deploys its app-based payment system on iPads), Your customers who are
using such app in Restricted App Mode on the Authorized Device. Further, any such app must be
developed and distributed in accordance with the terms of the Apple Developer Program License
Agreement (e.g., distribution of a Custom App). For clarity, You may request, and Apple may
approve, other entities similar to those identified in subsections (a) and (b) above; however, no
other entity shall be included in this definition without Apple’s prior written consent.

“Permitted Users” means employees and Contract Employees of Your Permitted Entity.

“Personal Data” means data that can be reasonably used to identify an individual that is under
the control of the Institution under this Agreement.

“Restricted App Mode” means when an Apple-branded device is supervised and configured
through the Service such that (a) the device automatically launches and is locked into a single
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application upon activation and no other operating system functionality can be accessed; or (b) the
device cannot be personalized by an end-user (e.g. the device settings prohibit the Mail app from
configuration with personal credentials, Content cannot be acquired from the App Store with a
personal Apple ID, etc.).

“Service” means the Apple Business Manager service (and any components, functionality or
features thereof) for automated mobile device management enrollment, acquisition and
management of Content, the creation, use, and management of Managed Apple IDs, iCloud
storage connected to a Managed Apple ID, the use of Administrator accounts, and other related
services as contemplated in this Agreement, including the web portal and any services or tools
provided hereunder.

“Service Provider” means a third-party who provides a service on Your behalf in accordance with
the terms of this Agreement.

“Server Token” means the combination of Your public key, Apple ID and a token provided by
Apple that permits Your MDM Server(s) to be registered with the Service.

“Sub-processor” means a third party that performs certain tasks on Apple’s behalf, such as
processing or storing data and providing customer service, in connection with Apple’s provision of
the Service.

“You,” “Your,” and “Institution” means the institution entering into this Agreement. For the
avoidance of doubt, the Institution is responsible for compliance with this Agreement by its
employees, Contract Employees, and Service Providers who are authorized to exercise rights
under this Agreement on its behalf.

Note: If you are a third-party service provider, you need to have the Institution with whom you are
working enter into this Agreement and add you as an Administrator since the entity that owns the
Authorized Devices and plans to distribute such Devices to its Authorized Users must enroll in the
Service.

2. Service Requirements

21 Use of the Service

As a condition to using the Service, Institution acknowledges and agrees that:

(a) Institution is permitted to use the Service only for the purposes and in the manner expressly
permitted by this Agreement and in accordance with all applicable laws and regulations, and the
Documentation;

(b) Institution is not permitted to use the Service (or any part thereof) for any unlawful, improper,
inappropriate, or illegal activity;

(c) Institution is permitted to use the Service to manage Authorized Devices for use only by
Authorized Users and Permitted Users and not for general deployment to third parties (except as
otherwise expressly permitted herein), and Institution will be responsible for all use of the
Authorized Devices by such users, including but not limited to obtaining consents and providing
appropriate information to users about the managed features of such devices;

(d) Institution will be responsible for all use of the Service by its Permitted Entities (and any
Permitted Users of the Permitted Entity), and any actions undertaken by its Permitted Entity shall
be deemed to have been taken by Institution, and Institution (in addition to its Permitted Entity)
shall be responsible to Apple for all such actions.

(e) Institution will obtain all necessary rights and consents from its Authorized Users and Permitted
Users to deploy its Authorized Devices as permitted hereunder;

(f) Institution will have the rights to purchase and manage Content as may be permitted through
the Service and will comply with all applicable terms for the use of Content;
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(g) Institution will obtain all necessary rights and consents from its Authorized Users where
necessary to create Managed Apple IDs and to allow Apple to provide the Service for Managed
Apple IDs (including using and maintaining Personal Data);

(h) Institution may add Administrators to the Service, but only if such individuals are employees or
Contract Employees of Institution or are Service Providers acting on Institution’s behalf, and
Institution may add such parties only for account management purposes; and

(i) Institution is permitted to use the Service only for its own (and its Permitted Entity’s) internal
business operations and information technology purposes and is not permitted to provide a device
or service to third parties (other than to a Permitted Entity that is covered under subsection (c) of
the “Permitted Entity” definition) that integrates with or leverages services or information provided
by the Service or uses the Service in any way, or as otherwise agreed by Apple in writing.

2.2 No Other Permitted Uses

Institution agrees not to exploit the Service in any unauthorized way whatsoever, including, but not
limited to, by trespass, burdening network capacity, or uploading malicious code. Any attempt to
do so is a violation of the rights of Apple and its licensors. Institution may not license, sell, share,
rent, lease, assign, distribute, host, permit timesharing or service bureau use, or otherwise make
the Service (or any components thereof) available to any third-party, except as expressly permitted
in this Agreement. Institution agrees that it will not use the Service to stalk, harass, mislead, abuse,
threaten or harm or pretend to be anyone other than the entity that has enrolled, and Apple reserves
the right to reject or block any accounts that could be deemed to be an impersonation or
misrepresentation of another entity or person’s name or identity. Institution will not interfere with
the Service, or with any security, digital signing, digital rights management, verification or
authentication mechanisms implemented in or by the Service or by the Apple Software or any other
related Apple software or technology, or enable others to do so. If Institution is a covered entity,
business associate, representative of a covered entity or business associate (as those terms are
defined at 45 C.F.R § 160.103), or otherwise a health care provider or entity, Institution agrees that
it will not use any component, function or other facility of the Service to create, receive, maintain or
transmit any “protected health information” (as such term is defined at 45 C.F.R § 160.103) or
equivalent health data under applicable law, or use the Service in any manner that would make
Apple a business associate of Institution or any third-party or otherwise directly subject Apple to
applicable health privacy laws. All rights not expressly granted in this Agreement are reserved and
no other licenses, immunity or rights, express or implied are granted by Apple, by implication,
estoppel, or otherwise.

2.3 Server Token Usage

Institution agrees to use the Server Token only for purposes of enrolling Institution’s MDM Server
into the Service and uploading Device Enroliment Settings that will be sent to Authorized Devices
when they are initially activated by Authorized Users and Permitted Users. Institution agrees not
to provide or transfer its Server Token to any other entity or share it with any other entity, excluding
its Service Provider. Institution agrees to take appropriate measures to safeguard the security and
privacy of such Server Token and to revoke it if it has been compromised or Institution has reason
to believe it has been compromised. Apple reserves the right to revoke or disable Server Tokens
at any time in its sole discretion. Further, Institution understands and agrees that regenerating the
Server Token will affect Institution’s ability to use the Service until a new Server Token has been
added to the MDM Server.

24 EULAs Term and Conditions

As part of the Service, Institution may elect to have its Authorized Users and Permitted Users
accept the terms and conditions for the Apple Software outside of the normal initial activation
process on a device. Institution may use this feature of the Service as long as Institution agrees to
the following requirements:

(a) Institution’s authorized representative must accept the EULAs for the Apple Software on the
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Service web portal prior to deploying Authorized Devices running such Apple Software to
Authorized Users and Permitted Users;

(b) If the EULASs for the Apple Software have changed, Institution agrees to have its authorized
representative return to the Service web portal and accept such EULAs promptly upon notice from
Apple in order to continue using the Service. Institution acknowledges that it will not be able to use
the Service, including associating additional Authorized Devices with its MDM Server, until such
EULAs have been accepted;

(c) Institution is responsible for ensuring that such EULAs are provided to Authorized Users and
Permitted Users, and that each Authorized User and Permitted User is aware of and complies with
the terms and conditions of the EULAs for the Apple Software; and

(d) Institution agrees to be responsible for obtaining any required consents for Authorized Users’
and Permitted Users’ use of the Apple Software.

25 Device Transfer

Institution will not resell any Authorized Devices with Device Enrollment Settings enabled and
agrees to remove such Devices from the Service prior to reselling them or transferring them to third
parties in any way.

2.6 Purchasing Content

Acquisition of Content is automatically disabled in the Service, and Your use is subject to the
restrictions of this Agreement and the terms governing the use of Apps and Books in the Service
(“WVolume Content Terms”). You may choose to enable Your Administrators to access Content
through the Service by granting them purchasing authority and allowing them to access Content.
Subject to the Volume Content Terms and the restrictions of this Agreement, the Service enables
You to allocate Content to Authorized Devices using device assignment or to Authorized Users or
Permitted Users using user assignment and Apple IDs. You may assign (or revoke and re-assign)
apps to Authorized Users and Authorized Devices in any country where such app is commercially
available on the App Store or otherwise, subject to change at any time. With respect to books, You
understand and agree that once You have assigned a book to an Authorized User or a Permitted
User, such book is non-transferable, and You will not be able to revoke or re-assign the book. You
are solely responsible for all such purchases and compliance with the applicable terms. You agree
that You have the authority to and will accept such applicable terms on behalf of Your Authorized
Users and Permitted Users if You (or Your Administrators) purchase or access Content as part of
the Service. You understand and agree that Content may not be available in all countries or
regions. You agree not to export Content for use outside of the country in which You are domiciled
nor represent that You have the right or ability to do so. You agree not to circumvent the laws of
any country or restrictions set forth by providers of the Content.

2.7 Administrator Accounts

You may create Administrator accounts for Your Administrators to use in administering the Service,
subject to limits Apple may impose on the number of Administrator accounts. These Administrator
accounts will be a combination of a unique user name and password, which will be owned by You.
When You create Administrator accounts, all features and functionality of the Service that You
select to be available will be enabled for such accounts, and You are responsible for appropriately
enabling these Administrator accounts and for all activity in connection with these accounts (e.g.,
permitting Content purchases). You acknowledge and agree that these Administrator accounts
may be used only to access and manage the Service for account management purposes. If You
delete any Administrator accounts, then neither You nor the Administrator will have access to such
Administrator accounts, and You acknowledge and agree that this action may not be reversible.

2.8 Managed Apple IDs

You may create Managed Apple IDs for Your Authorized Users to access and use as part of the
Service in accordance with this Agreement and the Documentation. You are responsible for
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deciding which features and functionality of the Service to enable for Your Authorized Users and
for the creation, use, and management of Managed Apple IDs.

To create a Managed Apple ID for use by an Authorized User the following information, which may
include Personal Data, is needed: name, proposed role, password, email address (for contact
purposes), and phone number. In order to protect the security of Authorized Users’ accounts and
preserve Your ability to easily reset Your Authorized Users’ passwords online, You should keep
this information confidential. You agree to deploy Managed Apple IDs only for Your own internal
business or information technology purposes and only to Your Authorized Users. You agree not to
share, sell, resell, rent, lease, lend, or otherwise provide access to Managed Apple IDs to anyone
other than Your Authorized Users. You may disable, suspend, or delete Managed Apple IDs (e.g.,
if an Authorized User leaves the Institution) in the Service. Apple reserves the right to limit the
number of Managed Apple IDs that may be created for Your Authorized Users and the number of
Authorized Devices associated with an account.

If You make available other Apple Services for Your Administrators, managers or staff to sign into,
You agree to allow the Apple Services to store data in the accounts associated with those
Authorized User’s Managed Apple IDs, and for Apple to collect, store and process such data In
association with Your and/or Your Authorized User’s use of the Apple Service. You are responsible
for ensuring that You and Your Authorized Users are in compliance with all applicable laws for each
Managed Apple ID based on the Apple Service You allow Your Authorized Users to access. If Your
Administrators, managers or staff access certain Apple Services, Apple may communicate with
Your Authorized Users about their use of the Apple Service.

2.9 Permitted Entities and Permitted Users

Subject to the terms of this Agreement, Permitted Entities and Permitted Users may access the
Service under Your account, excluding the use and deployment of Managed Apple IDs (unless
otherwise separately approved in advance and in writing by Apple). You shall be responsible for
compliance with the terms of this Agreement by the Permitted Entities and Permitted Users and
shall be directly liable to Apple for any breach of this Agreement by Your Permitted Entities and
Permitted Users. If You (or Service Provider acting on Your behalf) add Apple-branded devices to
the Service that are owned by a Permitted Entity, You represent and warrant to Apple that the
Permitted Entity has authorized You to add such devices, that You have control of such devices,
and that You have the authority to accept EULAs on behalf of the Permitted Entity (and its Permitted
Users, if applicable). Apple reserves the right to: set limitations on the Service features or
functionality that Institution may allow its Permitted Entity (or Permitted Users) to access or use,
and to require You to remove any Permitted Entities or Permitted Users from Your account at any
time, in its sole discretion.

2.10 Updates; No Support or Maintenance

Apple may extend, enhance, suspend, discontinue, or otherwise modify the Service (or any part
thereof) provided hereunder at any time without notice, and Apple will not be liable to You or to any
third-party should it exercise such rights. Apple will not be obligated to provide Institution with any
updates to the Service. If Apple makes updates available, the terms of this Agreement will govern
such updates, unless the update is accompanied by a separate agreement in which case the terms
of that agreement will govern. Should an update be made available, it may have features, services
or functionality that are different from those found in the Service. Apple is not obligated to provide
any maintenance, technical or other support for the Service.

2.11  Third-Party Service Providers

You are permitted to use a Service Provider only if the Service Provider’s access to and use of the
Service is done on Your behalf and in accordance with these terms, and is subject to a binding
written agreement between You and the Service Provider with terms at least as restrictive and
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protective of Apple as those set forth herein. Any actions undertaken by any such Service Provider
in relation to the Service and/or arising out of this Agreement shall be deemed to have been taken
by You, and You (in addition to the Service Provider) shall be responsible to Apple for all such
actions (or any inactions). In the event that any actions or inactions by the Service Provider could
constitute a violation of this Agreement or otherwise cause any harm, Apple reserves the right to
require You to cease using such Service Provider.

3. Institution’s Obligations

Institution represents and warrants that:

(a) Institution’s authorized representative has the right and authority to enter into this Agreement
on its behalf and to legally bind Institution to the terms and obligations of this Agreement;

(b) All information provided by Institution to Apple (or to its Authorized Users or Permitted Users)
in connection with this Agreement or use of the Service (including the Apple Software) will be
current, true, accurate, supportable and complete; and, with regard to information Institution
provides to Apple, Institution will promptly notify Apple of any changes to such information;

(c) Institution will monitor and be responsible for its authorized representatives’, Administrators’,
Service Providers’, Authorized Users’, Permitted Users’, and Permitted Entities’ use of the Service
and their compliance with the terms of this Agreement;

(d) Institution will be solely responsible for all costs, expenses, losses and liabilities incurred, and
activities undertaken by Institution, its authorized representatives, Administrators, Service
Providers, Authorized Users, Permitted Users, Permitted Entities, and Authorized Devices, in
connection with the Service;

(e) Institution is solely liable and responsible for ensuring compliance with all privacy and data
protection laws (e.g., Regulation (EU) 2016/679 of the European Parliament and of the Council of
27 April 2016 on the protection of natural persons with regard to the processing of Personal Data
and on the free movement of such data, and repealing directive 95/46/EC (“GDPR”)) regarding the
use of the Service and use or collection of data, including Personal Data, and information through
the Service;

(f) Institution is responsible for its activity related to Personal Data (e.g., safeguarding, monitoring,
and limiting access to Personal Data, preventing and addressing inappropriate activity, etc.); and
(g) Institution will comply with the terms of and fulfill Institution’s obligations under this Agreement.

4, Changes to Service Requirements or Terms

Apple may change the Service or the terms of this Agreement at any time. In order to continue
using the Service, Institution, through its authorized representative, must accept and agree to the
new requirements or terms of this Agreement. If You do not agree to the new requirements or
terms, Your use of the Service, or any part thereof, may be suspended or terminated by Apple.
You agree that Your acceptance of such new Agreement terms may be signified electronically,
including without limitation, by checking a box or clicking on an “agree” or similar button.

5. Indemnification

To the extent permitted by applicable law, You agree to indemnify and hold harmless, and upon
Apple’s request, defend, Apple, its directors, officers, employees, affiliates, independent
contractors and authorized representatives (each an “Apple Indemnified Party”) from any and all
claims, losses, liabilities, damages, expenses and costs, including without limitation attorneys’ fees
and court costs, (collectively, “Losses”) incurred by an Apple Indemnified Party and arising from or
related to any of the following: (a) Your breach of any certification, covenant, obligation,
representation or warranty made in this Agreement; (b) Your use (including but not limited to Your
Service Provider’'s, Administrators’, Authorized Users’, Permitted Users’, and/or Permitted Entity’s
use) of the Service; (c) any claims, including but not limited to any end user claims, about Your
use, deployment or management of Authorized Devices, Device Enrollment Settings, and/or MDM
Servers; (d) any claims, including but not limited to any end user claims, about the provision,
management, and/or use of Authorized Devices, Administrator accounts, Managed Apple IDs, or
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Content, and/or any other use of the Service; and/or (e) any claims regarding Your use or
management of Personal Data. In no event may You enter into any settlement or like agreement
with a third-party that affects Apple’s rights or binds Apple or any Apple Indemnified Party in any
way, without the prior written consent of Apple.

6. Term and Termination

The term of this Agreement shall commence on the date You first accept this Agreement in the
Service and extend for an initial period of one (1) year following the initial activation date of Your
Service account by Apple. Thereafter, subject to Your compliance with the terms of this Agreement,
the term of this Agreement will automatically renew for successive one (1) year terms, unless
sooner terminated in accordance with this Agreement. Apple may terminate this Agreement and/or
Your account if you do not complete the Service enrollment verification process for Your Institution.
Either party may terminate this Agreement for its convenience, for any reason or no reason,
effective 30 days after providing the other party with written notice of its intent to terminate.

If You fail, or Apple suspects that You have failed, to comply with any of the provisions of this
Agreement, Apple, at its sole discretion, without notice to You may: (a) terminate this Agreement
and/or Your account; and/or (b) suspend or preclude access to the Service (or any part thereof).
Apple reserves the right to modify, suspend, or discontinue the Service (or any part or content
thereof) at any time without notice to You, and Apple will not be liable to You or to any third-party
should it exercise such rights. Apple may also terminate this Agreement, or suspend Your rights
to use the Services, if: (a) You fail to accept any new Agreement terms as described in Section 4;
or (b) You or any entity or person that directly or indirectly controls You, or is under common control
with You (where “control” has the meaning defined in Section 10.8), are or become subject to
sanctions or other restrictions in the countries or regions where the Service is available. . You
acknowledge and agree that You may not be able to access the Service upon expiration or
termination of this Agreement and that Apple reserves the right to suspend access to or delete data
or information that You, Your Administrators, Authorized Users, Permitted Entities, or Permitted
Users have stored through Your use of the Service. You should review the Documentation prior to
using any part of the Service and make appropriate back-ups of Your data and information. Apple
will not be liable or responsible to You or to any third party should it exercise such rights or for any
damages that may result or arise out of any such termination or suspension. The following
provisions shall survive the termination of this Agreement: Section 1, the second sentence of
Section 2.9, Section 2.10, the second sentence of Section 2.11, Section 3, Section 5, the second
paragraph of Section 6, and Sections 7, 8, 9, and 10.

7. DISCLAIMER OF WARRANTIES

YOU EXPRESSLY ACKNOWLEDGE AND AGREE THAT, TO THE EXTENT PERMITTED BY
APPLICABLE LAW, YOUR USE OF, OR INABILITY TO USE, THE SERVICE, OR ANY TOOLS
OR FEATURES OR FUNCTIONALITY ACCESSED BY OR THROUGH THE SERVICE, IS AT
YOUR SOLE RISK AND THAT THE ENTIRE RISK AS TO SATISFACTORY QUALITY,
PERFORMANCE, ACCURACY AND EFFORT IS WITH YOU.

TO THE MAXIMUM EXTENT PERMITTED BY APPLICABLE LAW, THE SERVICE IS PROVIDED
“AS IS” AND “AS AVAILABLE” WITH ALL FAULTS AND WITHOUT WARRANTY OF ANY KIND,
AND APPLE, ITS DIRECTORS, OFFICERS, EMPLOYEES, AFFILIATES, AUTHORIZED
REPRESENTATIVES, AGENTS, CONTRACTORS, RESELLERS, OR LICENSORS
(COLLECTIVELY REFERRED TO AS “APPLE” FOR THE PURPOSES OF SECTIONS 7 AND 8)
HEREBY DISCLAIM ALL WARRANTIES AND CONDITIONS WITH RESPECT TO THE SERVICE,
EXPRESS, IMPLIED OR STATUTORY, INCLUDING BUT NOT LIMITED TO, THE IMPLIED
WARRANTIES AND/OR CONDITIONS OF MERCHANTABILITY, SATISFACTORY QUALITY,
FITNESS FOR A PARTICULAR PURPOSE, ACCURACY, QUIET ENJOYMENT, TITLE, AND
NON-INFRINGEMENT OF THIRD-PARTY RIGHTS.
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APPLE DOES NOT GUARANTEE, REPRESENT OR WARRANT AGAINST INTERFERENCE
WITH YOUR USE OR ENJOYMENT OF THE SERVICE, THAT THE FEATURES OR
FUNCTIONALITY CONTAINED IN, OR SERVICES PERFORMED OR PROVIDED BY, THE
SERVICE WILL MEET YOUR REQUIREMENTS, WILL BE SECURE, THAT YOUR USE OF OR
THAT THE OPERATION OF THE SERVICE WILL BE UNINTERRUPTED OR ERROR-FREE,
THAT DEFECTS OR ERRORS WILL BE CORRECTED, THAT THE SERVICE WILL CONTINUE
TO BE MADE AVAILABLE, THAT THE SERVICE WILL BE COMPATIBLE OR WORK WITH ANY
THIRD PARTY SOFTWARE, APPLICATIONS, CONTENT, OR THIRD PARTY SERVICES OR
ANY OTHER APPLE PRODUCTS OR SERVICES, OR THAT ANY DATA OR INFORMATION
STORED OR TRANSMITTED THROUGH THE SERVICE WILL NOT BE LOST, CORRUPTED,
DAMAGED, ATTACKED, HACKED, INTERFERED WITH OR SUBJECT TO ANY OTHER
SECURITY INTRUSION. YOU AGREE THAT FROM TIME TO TIME APPLE MAY REMOVE THE
SERVICE FOR INDEFINITE PERIODS OF TIME OR MODIFY, SUSPEND, DISCONTINUE, OR
CANCEL THE SERVICE AT ANY TIME, WITHOUT NOTICE TO YOU.

YOU FURTHER ACKNOWLEDGE THAT THE SERVICE IS NOT INTENDED OR SUITABLE FOR
USE IN SITUATIONS OR ENVIRONMENTS WHERE THE FAILURE OR TIME DELAYS OF, OR
ERRORS OR INACCURACIES IN THE CONTENT, DATA OR INFORMATION PROVIDED BY OR
THROUGH THE SERVICE COULD LEAD TO DEATH, PERSONAL INJURY, OR SEVERE
PHYSICAL OR ENVIRONMENTAL DAMAGE, INCLUDING WITHOUT LIMITATION THE
OPERATION OF NUCLEAR FACILITIES, AIRCRAFT NAVIGATION OR COMMUNICATION
SYSTEMS, AIR TRAFFIC CONTROL, LIFE SUPPORT, OR WEAPONS SYSTEMS.

NO ORAL OR WRITTEN INFORMATION OR ADVICE GIVEN BY APPLE OR AN APPLE
AUTHORIZED REPRESENTATIVE SHALL CREATE A WARRANTY NOT EXPRESSLY STATED
IN THIS AGREEMENT. SHOULD THE SERVICE PROVE DEFECTIVE, YOU ASSUME THE
ENTIRE COST OF ALL NECESSARY SERVICING, REPAIR, OR CORRECTION.

8. LIMITATION OF LIABILITY

TO THE EXTENT NOT PROHIBITED BY APPLICABLE LAW, IN NO EVENT SHALL APPLE BE
LIABLE FOR PERSONAL INJURY, OR ANY INCIDENTAL, SPECIAL, INDIRECT OR
CONSEQUENTIAL DAMAGES WHATSOEVER, INCLUDING WITHOUT LIMITATION,
DAMAGES FOR LOSS OF PROFITS, CORRUPTION OR LOSS OF DATA OR INFORMATION,
FAILURE TO TRANSMIT OR RECEIVE ANY DATA OR INFORMATION, BUSINESS
INTERRUPTION OR ANY OTHER COMMERCIAL DAMAGES OR LOSSES ARISING OUT OF
THIS AGREEMENT AND/OR YOUR USE OR INABILITY TO USE THE SERVICE, EVEN IF
APPLE HAS BEEN ADVISED OR IS AWARE OF THE POSSIBILITY OF SUCH DAMAGES AND
REGARDLESS OF THE THEORY OF LIABILITY (CONTRACT, TORT, OR OTHERWISE), AND
EVEN IF APPLE HAS BEEN ADVISED OF THE POSSIBILITY OF SUCH DAMAGES. IN NO
EVENT SHALL APPLE’S TOTAL LIABILITY TO YOU FOR ALL DAMAGES (OTHER THAN AS
MAY BE REQUIRED BY APPLICABLE LAW IN CASES INVOLVING PERSONAL INJURY)
EXCEED THE AMOUNT OF FIFTY DOLLARS ($50.00). THE FOREGOING LIMITATIONS WILL
APPLY EVEN IF THE ABOVE STATED REMEDY FAILS OF ITS ESSENTIAL PURPOSE.

9. Data Privacy and Security

9.1 Personal Data Usage and Disclosure

Under this Agreement, Apple, acting as a data processor on Your behalf, may receive or have
access to Personal Data, if provided by You or on Your behalf. By entering into this Agreement,
You instruct Apple to process and use this Personal Data to provide and maintain the Service in
accordance with applicable law, Your instructions given through the use of the Service (e.g.,
instructions given through the Service), and any other written instructions given by You that are
accepted and acknowledged in writing by Apple, and Apple shall only process the Personal Data
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on such documented instructions, unless required to do so by law, in such case, Apple shall inform
You of that legal requirement before processing, unless that law prohibits such information on
important grounds of public interest. Apple may provide Personal Data to Sub-processors who
provide services to Apple in connection with the Service. You authorize Apple to use all the Apple
entities set forth in the definition of “Apple” as Sub-processors and to use any other Sub-
processors; provided such Sub-processors are contractually bound by data protection obligations
at least as protective as those in this Agreement. The list of Sub-processors is available at
https://www.apple.com/legal/enterprise/data-transfer-agreements/subprocessors_us.pdf. If a Sub-
processor fails to fulfil its data protection obligations, Apple shall remain liable to You for the
performance of that Sub-processor’s obligations to the extent required by applicable law.

9.2 Data Incidents

If Apple becomes aware that Personal Data has been altered, deleted, or lost as a result of any
unauthorized access to the Service (a “Data Incident”), Apple will notify Institution without undue
delay if required by law, and Apple will take reasonable steps to minimize harm and secure the
data. Notification of, or response to, a Data Incident by Apple will not be construed as an
acknowledgment by Apple of any responsibility or liability with respect to a Data Incident. Institution
is responsible for complying with applicable incident notification laws and fulfilling any third-party
obligations related to Data Incident(s). Apple will not access the contents of Personal Data in order
to identify information subject to any specific legal requirements.

9.3 Security Procedures; Compliance

Apple shall use industry-standard measures to safeguard Personal Data during the transfer,
processing, and storage of Personal Data as part of the Service. As part of these measures, Apple
will use commercially reasonable efforts to encrypt Personal Data at rest and in transit; ensure the
ongoing confidentiality, integrity, availability and resilience of the Service; in the event of an issue,
restore the availability of Personal Data in a timely manner; and regularly test, assess, and evaluate
the effectiveness of such measures. Apple will take appropriate steps to ensure compliance with
security procedures by its employees, contractors and Sub-processors, and Apple shall ensure that
any persons authorized to process such Personal Data comply with applicable laws regarding the
confidentiality and security of Personal Data with regards to the Service. Encrypted Personal Data
may be stored at Apple’s geographic discretion. To the extent Apple is acting as a data processor,
Apple will assist You with ensuring Your compliance, if applicable, with the following: (a) Article 28
of the GDPR or other equivalent obligations under law (by making available all necessary
information; by allowing for and contributing to audits (provided, that Apple’s ISO 27001 and ISO
27018 certifications shall be considered sufficient for such required audit purposes) and by
informing You, as required by applicable law, if, in Apple’s opinion, any of Your instructions infringes
the GDPR or other European Union or European Union Member State data protection provisions);
(b) Article 32 of the GDPR or other equivalent obligations under law (including implementing the
security procedures set forth in this Section 9.3 and by maintaining the ISO 27001 and ISO 27018
Certifications); (c) Articles 33 and 34 of the GDPR or other equivalent obligations under law (by
assisting You with providing required notice of a Data Incident to a supervisory authority or data
subjects); (d) Articles 35 and 36 of the GDPR or other equivalent obligations under law requiring
Institution to conduct data protection impact assessments or to consult with a supervisory authority
prior to processing; (e) an investigation by a data protection regulator or similar authority regarding
Personal Data; and (f) Your obligation to respond to request for exercising data subject’s rights
under the GDPR or other equivalent obligations under law, taking into account the nature of the
processing by appropriate technical and organizational measures, insofar as this is possible. Apple
shall inform You if, in its opinion, it can no longer meet its obligation under the California Consumer
Privacy Act (CCPA) or other applicable data protection laws and regulations.

9.4 Data Access and Transfer; Termination; Institution as Processor
If required by law, Apple will ensure that any international data transfer is done only to a country
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that ensures an adequate level of protection, has provided appropriate safeguards as set forth in
applicable law, such as those in Articles 46 and 47 of the GDPR (e.g., standard data protection
clauses), or is subject to a derogation in Article 49 of the GDPR. Such safeguards may include the
Model Contract Clauses as executed by Apple, or other data transfer agreements, which You agree
to enter into if required by Your jurisdiction, as executed by Apple at
https://www.apple.com/legal/enterprise/datatransfer/. Apple’s international transfer of Personal
Data collected in participating Asia-Pacific Economic Cooperation (APEC) countries abides by the
APEC Cross-Border Privacy Rules (CBPR) System (http://cbprs.org/) and Privacy Recognition for
Processors (PRP) System (http://cbprs.org/) for the transfer of Personal Data. In case of questions
or unresolved concerns about our APEC CBPR or PRP certifications, our third-party dispute
resolution provider (https://feedback-form.truste.com/watchdog/request) can be contacted. Apple
is not responsible for data You store or transfer outside of Apple’s system. Upon termination of
this Agreement for any reason, Apple shall securely destroy Personal Data stored by Apple in
connection with Your use of the Service within a reasonable period of time, except to prevent fraud
or as otherwise required by law. To the extent that Institution enters into this Agreement as a data
processor for a Permitted Entity, Institution represents and warrants that Institution is entering into
this Agreement on behalf of itself, and, to the limited extent set forth herein, such Permitted Entity.
Institution represents that it has the applicable consents from such Permitted Entity to enter into
this Agreement and to engage Apple as a sub-processor on such entity’s behalf, and is responsible
to Apple for any claims from such Permitted Entities with respect thereto. Apple shall not disclose
any Personal Data in such a manner as to constitute a “sale” or “sharing” (as those terms are
defined in the CCPA or any similar concept in other data protection laws) of Personal Data nor shall
Apple engage in any processing activity in connection with this Agreement that would constitute a
“sale” or “sharing” of Personal Data.

9.5 Access to Third Party Products and Services

If You choose to access, use, download, install, or enable third party products or services that
operate with the Service but are not a part of the Service, then the Service may allow such products
or services to access Personal Data as required for the use of those additional services. Certain of
those third party products or services may also provide access to Personal Data to Apple, such as
if You allow Your Authorized Users to sign into the Service through federated identity providers.
You are not required to use such additional products or services in relation to the Service, and Your
Administrator may restrict the use of such additional products or services in accordance with this
Agreement. Prior to accessing, using, downloading, installing, or enabling third party products or
services for use with a Managed Apple ID, You should review the terms, policies and practices of
the third party products and services to understand what data they may collect from Your
Authorized Users, how the data may be used, shared and stored, and, if applicable, whether such
practices are consistent with any consents You have obtained.

9.6 Other

Apple may disclose Personal Data about You if Apple determines that disclosure is reasonably
necessary to enforce Apple’s terms and conditions or protect Apple’s operations or users.
Additionally, in the event of a reorganization, merger, or sale, Apple may transfer any and all
Personal Data You provide to the relevant party. THIS DISCLOSURE DOES NOT APPLY TO THE
DATA COLLECTION PRACTICES OF ANY CONTENT (INCLUDING THIRD-PARTY APPS).
PRIOR TO PURCHASE OR DOWNLOAD OF CONTENT AS PART OF THE SERVICE, YOU
SHOULD REVIEW THE TERMS, POLICIES, AND PRACTICES OF SUCH CONTENT. In the
event Apple receives a third-party request for Personal Data (“Third-Party Request”), Apple will
notify You, to the extent permitted by law, of its receipt of the Third-Party Request, and notify the
requester to address such Third-Party Request to You. Unless otherwise required by law or the
Third-Party Request, You will be responsible for responding to the Request.
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10. General Legal Terms

10.1  Third-Party Notices

Portions of the Apple Software or the Service may utilize or include third-party software and other
copyrighted material. Acknowledgements, licensing terms and disclaimers for such material are
contained in the electronic documentation for the Service or applicable part thereof, and Your use
of such material is governed by their respective terms.

10.2 Other Collection and Use of Data

Apple and its affiliates and agents may collect, maintain, process and use diagnostic, technical,
usage and related information, including but not limited to unique system or hardware identifiers,
cookies or IP addresses, information about Your and Your Authorized Users’ use of the Service,
Your MDM Server, Device Enrollment Settings, computers, devices, system and application
software, and other software and peripherals, that is gathered periodically to facilitate the provision
of services to You related to the Service, to provide, test and improve Apple’s devices and services,
for internal purposes such as auditing, data analysis, and research to improve Apple’s devices,
services, and customer communications, to facilitate the provision of software or software updates,
device support and other services to You (if any) related to the Service or any such software, for
security and account management purposes, and to verify compliance with the terms of this
Agreement. Data collected pursuant to this Section will be treated in accordance with Apple’s
Privacy Policy, which can be viewed at: http://www.apple.com/legal/privacy.

10.3 Assignment

This Agreement may not be assigned, nor may any of Your obligations under this Agreement be
delegated, in whole or in part, by You by operation of law, merger, or any other means without
Apple’s express prior written consent and any attempted assignment without such consent will be
null and void.

104 Press Releases and Other Publicity; Relationship of Parties

You may not issue any press releases or make any other public statements regarding this
Agreement, its terms and conditions, or the relationship of the parties without Apple’s express prior
written approval, which may be withheld at Apple’s discretion. This Agreement will not be construed
as creating any agency relationship, or a partnership, joint venture, fiduciary duty, or any other form
of legal association between You and Apple, and You will not represent to the contrary, whether
expressly, by implication, appearance or otherwise. This Agreement is not for the benefit of any
third parties.

10.5 Notices

Any notices relating to this Agreement shall be in writing. Notices will be deemed given by Apple
when sent to You at the email address or mailing address You provided during the sign-up process.
All notices to Apple relating to this Agreement will be deemed given (a) when delivered personally,
(b) three business days after having been sent by commercial overnight carrier with written proof
of delivery, and (c) five business days after having been sent by first class or certified mail, postage
prepaid, to this Apple address: Apple Inc., Apple Developer Legal (Apple Business Manager), One
Apple Park, 37-2ISM, Cupertino, California 95014 U.S.A. You consent to receive notices by email
and agree that any such notices that Apple sends You electronically will satisfy any legal
communication requirements. A party may change its email or mailing address by giving the other
written notice as described above.

10.6  Severability

If a court of competent jurisdiction finds any clause of this Agreement to be unenforceable for any
reason, that clause of this Agreement shall be enforced to the maximum extent permissible so as
to affect the intent of the parties, and the remainder of this Agreement shall continue in full force
and effect. However, if applicable law prohibits or restricts You from fully and specifically complying
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with the Sections of this Agreement entitled “Service Requirements”, or “Institution’s Obligations”
or prevents the enforceability of any of those Sections, this Agreement will immediately terminate
and You must immediately discontinue any use of the Service.

10.7  Waiver and Construction

Failure by Apple to enforce any provision of this Agreement shall not be deemed a waiver of future
enforcement of that or any other provision. Any laws or regulations that provide that the language
of a contract will be construed against the drafter will not apply to this Agreement. Section headings
are for convenience only and are not to be considered in construing or interpreting this Agreement.

10.8 Export Control

You may not use, export, re-export, import, sell or transfer the Service or Apple Software, or any
part thereof, except as authorized by United States law, the laws of the jurisdiction in which You
obtained the Service or Apple Software, and/or any other applicable laws and regulations. In
particular, but without limitation, the Service and the Apple Software may not be exported or re-
exported (a) into any U.S. embargoed countries or (b) to anyone on the U.S. Treasury Department’s
list of Specially Designated Nationals or the U.S. Department of Commerce’s Denied Persons List
or Entity List or any other restricted party lists. By using the Service or Apple Software, You
represent and warrant that You are not located in any such country or on any such list. You also
agree that You will not use the Service or Apple Software for any purposes prohibited by United
States law, including, without limitation, the development, design, manufacture or production of
nuclear, missile, chemical or biological weapons.

You represent and warrant that You and any entity or person that directly or indirectly controls
You, or is under common control with You, are not: (a) on any sanctions lists in the countries or
regions where the Service is available, (b) doing business in any of the US embargoed countries
or regions, and (c) a military end user as defined and scoped in 15 C.F.R § 744. As used in this
Section 10.8, “control” means that an entity or person possesses, directly or indirectly, the power
to direct or cause the direction of the management policies of the other entity, whether through
ownership of voting securities, an interest in registered capital, by contract, or otherwise.

109 Government End-users

The Service, Apple Software, and Documentation are “Commercial Items”, as that term is defined
at 48 C.F.R. §2.101, consisting of “Commercial Computer Software” and “Commercial Computer
Software Documentation”, as such terms are used in 48 C.F.R. §12.212 or 48 C.F.R. §227.7202,
as applicable. Consistent with 48 C.F.R. §12.212 or 48 C.F.R. §227.7202-1 through 227.7202-4,
as applicable, the Commercial Computer Software and Commercial Computer Software
Documentation are being licensed to U.S. Government end-users (a) only as Commercial ltems
and (b) with only those rights as are granted to all other end-users pursuant to the terms and
conditions herein. Unpublished-rights reserved under the copyright laws of the United States.

10.10 Dispute Resolution; Governing Law

Any litigation or other dispute resolution between You and Apple arising out of or relating to this
Agreement, the Apple Software, or Your relationship with Apple will take place in the Northern
District of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive
venue in the state and federal courts within that District with respect any such litigation or dispute
resolution. This Agreement will be governed by and construed in accordance with the laws of the
United States and the State of California, except that body of California law concerning conflicts of
law. Notwithstanding the foregoing:

(a) If You are an agency, instrumentality or department of the federal government of the United

States, then this Agreement shall be governed in accordance with the laws of the United States of
America, and in the absence of applicable federal law, the laws of the State of California will apply.
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Further, and notwithstanding anything to the contrary in this Agreement (including but not limited
to Section 5 (Indemnification)), all claims, demands, complaints and disputes will be subject to the
Contract Disputes Act (41 U.S.C. §§601-613), the Tucker Act (28 U.S.C. § 1346(a) and § 1491), or
the Federal Tort Claims Act (28 U.S.C. §§ 1346(b), 2401-2402, 2671-2672, 2674-2680), as
applicable, or other applicable governing authority. For the avoidance of doubt, if You are an
agency, instrumentality, or department of the federal, state or local government of the U.S. or a
U.S. public and accredited educational institution, then Your indemnification obligations are only
applicable to the extent they would not cause You to violate any applicable law (e.g., the Anti-
Deficiency Act), and You have any legally required authorization or authorizing statute;

(b) If You are a U.S. public and accredited educational institution or an agency, instrumentality, or
department of a state or local government within the United States, then (i) this Agreement will be
governed and construed in accordance with the laws of the state (within the U.S.) in which You are
domiciled, except that body of state law concerning conflicts of law; and (ii) any litigation or other
dispute resolution between You and Apple arising out of or relating to this Agreement, the Apple
Software, or Your relationship with Apple will take place in federal court within the Northern District
of California, and You and Apple hereby consent to the personal jurisdiction of and exclusive venue
of such District unless such consent is expressly prohibited by the laws of the state in which You
are domiciled;

(c) If You are an international, intergovernmental organization that has been conferred immunity
from the jurisdiction of national courts through Your intergovernmental charter or agreement, then
any controversy or claim arising out of or relating to this Agreement, or the breach thereof, shall be
determined by arbitration under the Rules of Arbitration of the International Chamber of Commerce
(the “ICC Rules”) in effect at the time of applying for arbitration by three arbitrators appointed in
accordance with such rules, and will be conducted according to the International Bar Association
(IBA) Rules on the Taking of Evidence in International Arbitration. The place of arbitration shall be
London, England. The arbitration shall be conducted in English. Upon Apple’s request, You agree
to provide evidence of Your status as an intergovernmental organization with such privileges and
immunities; and

(d) If You are domiciled in a European Union country, or in Iceland, Norway, Switzerland, or the
United Kingdom, the governing law and forum shall be the laws and courts of the country of domicile
of the Apple entity providing the Service, as applicable, as set forth in the definition of “Apple”.

This Agreement shall not be governed by the United Nations Convention on Contracts for the
International Sale of Goods, the application of which is expressly excluded.

10.11 Entire Agreement; Governing Language

This Agreement constitutes the entire agreement between the parties with respect to the Service
contemplated hereunder and supersedes all prior understandings and agreements regarding its
subject matter. For the avoidance of doubt, nothing in this Agreement supersedes the EULAs for
the Apple Software. This Agreement may be modified only: (a) by a written amendment signed by
both parties, or (b) to the extent expressly permitted by this Agreement (for example, by Apple by
notice to You). Any translation of this Agreement is provided as a courtesy to You, and in the event
of a dispute between the English and any non-English version, the English version of this
Agreement shall govern, to the extent not prohibited by local law in Your jurisdiction. If You are a
government organization within France, the following clause applies: The parties hereby confirm
that they have requested that this Agreement and all related documents be drafted in English. Les
parties ont exigé que le présent contrat et tous les documents connexes soient rédigés en anglais.

10.12 Acceptance

Institution acknowledges and agrees that by clicking on the “Agree” or similar button or by checking
a box, Institution, through its authorized representative, is accepting and agreeing to the terms and
conditions of this Agreement.

LYL146
10/17/2023
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